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I. INTRODUCTION 
On November 19, 2025, the Committee on Public Safety, chaired by Council Member Yusef Salaam, will conduct a hearing on several pieces of legislation: (i) Introduction Number 1237 (“Int. No. 1237”), sponsored by Council Member Feliz, in relation to requiring the police department to report on all criminal complaints and arrests; (ii) Introduction Number 1402 (“Int. No. 1402”), sponsored by Council Member Salaam, in relation to reporting on police department compliance with freedom of information law requests; (iii) Introduction Number 1451 (“Int. No. 1451”), sponsored by the Speaker (Council Member Adams), in relation to requiring the New York city police department to provide the civilian complaint review board with direct access to officer body-warn camera footage and to establish related procedures; and (iv) Introduction Number 1460 (“Int. No. 1460”), sponsored by Council Member Brewer, in relation to access to encrypted police radio. Those expected to testify include representatives of the New York City Police Department (“NYPD” or “the Department”), the Civilian Complaint Review Board (“CCRB”), public defenders, advocates, other stakeholders and members of the public. 
II. BACKGROUND
a. Reports on Criminal Complaints and Arrests
As described by the New York State Division of Criminal Justice Services (“DCJS”), New York State, through DCJS and the federal  government, through the Federal Bureau of Investigation (“FBI”),  track crime trends using seven standardized Index offense categories as follows: four violent crimes, including murder, rape, robbery, and aggravated assault; and three property crimes, including burglary, larceny, and motor vehicle theft.[footnoteRef:1] These categories were established by the FBI to ensure consistency in crime reporting nationwide, with local law enforcement agencies submitting their data to their respective states for aggregation and analysis. Clearance rates are intended to provide a measure of how effectively the criminal justice system identifies and apprehends individuals who commit crimes.  [1:  Criminal justice Reports & Statistics. NYS Division of Criminal Justice Services. https://www.criminaljustice.ny.gov/crimnet/ojsa/stats.htm ] 

On a federal level, criminal clearance rates are calculated as a percentage of reported crimes that are "solved" by an arrest or "exceptional means". A clearance occurs when an arrest is made, the person is charged, and they are turned over to the court for prosecution. Exceptional clearances can also be recorded, for example, if the offender dies or the victim refuses to cooperate. Clearance rate is calculated by dividing the number of crimes cleared by the total number of crimes recorded in a given period.[footnoteRef:2] Clearances in a given year may apply to crimes that occurred in previous years.[footnoteRef:3] [2:  U.S. Department of Justice, Federal Bureau of Investigation, & Criminal Justice Information Services Division. (n.d.). Law enforcement records management systems as they pertain to FBI programs and systems. In Law Enforcement Records Management Systems as They Pertain to FBI Programs and Systems. https://www.fbi.gov/file-repository/cjis/law-enforcement-records-management-system.pdf ]  [3:  Clearances. ucr.fbi.gov. https://ucr.fbi.gov/crime-in-the-u.s/2013/crime-in-the-u.s.-2013/offenses-known-to-law-enforcement/clearances/clearancetopic_final ] 

In New York City, the City Council passed Local Law 42 of 2018 requiring the NYPD to release quarterly public reports on clearance rates for index crimes.[footnoteRef:4] Local Law 42 defines clearance rate as the number of specific crimes where at least one person has been arrested,  not including voided arrests, relative to the total number of such crimes.   [4:  The New York City Council - File #: INT 1611-2017. https://legistar.council.nyc.gov/LegislationDetail.aspx?ID=3042791&GUID=6BED2D8D-93F5-4B0E-8622-8E840CDF67C5&Options=&Search= ] 

While the NYPD publishes datasets on all reported complaints and arrests on its website, individual crime reports cannot be matched to their corresponding arrests or case resolutions in the public data. [footnoteRef:5] As a result, the public cannot calculate exact clearance rates at the case level using only the open datasets. Overall totals of complaints and arrests can be tracked, but which specific complaints were cleared or when cannot be determined, limiting the ability to fully assess investigative outcomes and trends across crime types or precincts. [5:  Clearance Report - NYPD. https://www.nyc.gov/site/nypd/stats/reports-analysis/clearance.page#:~:text=This%20is%20a%20quarterly%20report,York%20City's%20local%20administrative%20code. ] 

Detailed data on clearance rates may aid the Department in determining how resources are allocated and deployed. Investigative effectiveness, as measured by clearance rates, can be tied to staffing levels and resource availability.[footnoteRef:6] Granular, disaggregated clearance rate data can reveal geographic differences in investigative outcomes, enabling the Department to identify underperforming areas and re‑deploy detectives or support accordingly. Such data can also support precision policing, the concept of strategically targeting resources, applying crime analytics, and focusing efforts on high‑solvability or high‑impact cases. Research on precision policing indicates that tailored deployments and targeted strategies can improve clearance rates and deter future crime.[footnoteRef:7] [6:  R Street Institute. (2025, June 17). Solving Crime, Protecting Communities: A Blueprint for Safer Streets - R Street Institute. https://www.rstreet.org/research/solving-crime-protecting-communities-a-blueprint-for-safer-streets/ ]  [7:  Bratton, W. J., & Murad, J. (2023, March 23). Precision policing. City Journal. https://www.city-journal.org/article/precision-policing ] 

Council's Data Team conducted additional analysis of publicly available data on NYPD clearance rates, and published a report highlighting limitations of existing publicly available data and making recommendations for improved transparency through more comprehensive data reporting.[footnoteRef:8] [8:  https://newyorkcitycouncil.github.io/clearance_rates_nypd/website/docs/index.html. ] 

b. Freedom of Information Law
On September 1, 1974, New York State Freedom of Information Law (“FOIL”) went into effect.[footnoteRef:9] Since then, the state legislature repealed and reenacted it with revisions.[footnoteRef:10] FOIL establishes a broad standard of disclosure on the state and local government; the legislature designed FOIL to grant the public maximum access to governmental records.[footnoteRef:11]  The law aims to enhance accountability to the public by encouraging governmental transparency.[footnoteRef:12] In signing FOIL into law in 1974, then-Governor Malcolm Wilson stressed the importance of open government to a free society and the need for FOIL to engender public understanding and participation.[footnoteRef:13] [9:  Axel Ebermann, The New York State Freedom of Information Law (FOIL) Turns 50 (Sept. 1, 2024), last accessed on June 24, 2025 at https://nyopengov.org/blog/the-new-york-state-freedom-of-information-law-foil-turns-50/. ]  [10:  See Weston v. Sloan, 619 N.Y.S.2d 255, 256 (1994). ]  [11:  Capital Newspapers Div. of Hearst Corp. v. Burns, 505 N.Y.S.2d 576, 578 (1986).]  [12:  New York's Freedom of Information Law, Practical Law Practice Note w-000-7048 (citing see N.Y. Pub. Off. Law § 84. Fink v. Lefkowitz, 419 N.Y.S.2d 467, 470 (1979)).]  [13:  Governor’s Memorandum 1974 N.Y. Laws, Chs. 578, 579, 580, 1974 Legis. Ann., at 392, cited in Russo v. Nassau Community College, 81 N.Y.2d 690, 697 (1993); Capital Newspapers, 67 N.Y.2d at 565–66.] 

Although FOIL has undergone several amendments, most notably the reenactment and substantive restructuring that became effective on January 1, 1978, there has been no major overhaul of the law since that date. Technology, on the other hand, has transformed virtually every aspect of how government entities generate, store, and disseminate records. For example, cloud-based storage solutions make it far easier for agencies to share public records in accessible, self-service formats.[footnoteRef:14] At the same time, the public now expect more transparency and timely responses to requests.[footnoteRef:15] [14:  4 Tech Trends for Increasing Government Transparency in 2025, SDL (Dec. 20, 2024), last accessed on June 24, 2025 at https://getsdl.com/resources/blog/4-tech-trends-for-increasing-government-transparency-in-2025/.]  [15:  Id. ] 

In 2024 more than 85,000 FOIL requests were filed through the NYC OpenRecords portal.[footnoteRef:16] The NYPD received the most requests with 37,537, representing 16% of all submissions.[footnoteRef:17] A significant portion of FOIL requests submitted to the NYPD involve body‑worn camera footage. Individuals and organizations frequently seek access to video and audio recordings captured by officers during incidents. An audit by the Office of the New York City Comptroller found that the NYPD failed to respond to approximately 85% of body‑worn camera FOIL requests within the standard 25‑business‑day period and that nearly all appeals of denied requests were later granted, highlighting challenges in timely compliance.[footnoteRef:18] In addition to video records, FOIL requests often seek general NYPD documentation such as arrest reports, incident reports, and other law enforcement records not already publicly available.[footnoteRef:19] [16:  Report: New York City Government flouting freedom of Information law - Reinvent Albany. (2025, April 9). Reinvent Albany. https://reinventalbany.org/report-new-york-city-government-flouting-freedom-of-information-law/ ]  [17:  Id. ]  [18:  Review of the New York City Police Department’s Body-Worn Camera program. Office of the New York City Comptroller Brad Lander. https://comptroller.nyc.gov/reports/review-of-the-new-york-city-police-departments-body-worn-camera-program/ ]  [19:  Document Production/FOIL Requests. https://www.nyc.gov/site/nypd/bureaus/administrative/document-production-foil-requests.page] 

FOIL requests to NYPD are frequently used in both criminal defense and police accountability litigation. In criminal defense, FOIL requests allow attorneys to obtain internal NYPD records that may contain exculpatory evidence, such as reports, complaint investigations, or body-worn camera footage of stops, arrests, and officer conduct. The Surveillance Technology Oversight Project (“S.T.O.P.”) has pursued litigation alleging the NYPD engages in a pattern and practice of unlawfully refusing to respond to FOIL requests, including delays in tens of thousands of request responses.[footnoteRef:20] The New York Civil Liberties Union (“NYCLU”) filed a lawsuit in May 2025 challenging the NYPD’s denial of a FOIL request for records relating to the Department’s policy of involuntarily hospitalizing individuals experiencing mental health crises.[footnoteRef:21] In a separate case, NYCLU challenged the NYPD’s use of the Glomar doctrine (neither confirm nor deny existence of records) to avoid disclosing surveillance-related records under FOIL; a court ruled that this approach undermines the transparency purpose of FOIL.[footnoteRef:22] [20:  NYPD FOIL noncompliance lawsuit — S.T.O.P. - The Surveillance Technology Oversight Project. S.T.O.P. - the Surveillance Technology Oversight Project. https://www.stopspying.org/nypd-foil-lawsuit ]  [21:  NYCLU. (2025, May 12). NYCLU v. NYPD - NYCLU. https://www.nyclu.org/court-cases/nyclu-v-nypd-3 ]  [22:  NYCLU. (2019, January 14). Court rejects secrecy loophole, rules NYPD must respond to records request regarding Surveillance of Protesters - NYCLU. https://www.nyclu.org/press-release/court-rejects-secrecy-loophole-rules-nypd-must-respond-records-request-regarding ] 

c. NYPD Use of Body-Worn Cameras 
In February of 2019, the NYPD started reviewing pertinent footage recorded by BWCs in response to FOIL requests, after an appellate court determined that such footage was not a personnel record protected under Civil Rights Law Section 50-A, which has since been repealed.[footnoteRef:23] This forced the NYPD to release BWC footage of critical incidents and to respond more broadly to FOIL requests for footage when made by the public and members of the press.[footnoteRef:24] [23:  NYPD Completes Rollout of Body-Worn Cameras to All Officers on Patrol. (2019, March 6). The Official Website of the City of New York. https://www.nyc.gov/site/nypd/news/pr0306/nypd-completes-rollout-body-worn-cameras-all-officers-patrol#/0]  [24:  Id.] 

On July 9, 2020, the Department issued operations order No. 54 to establish policies for the public release of BWC footage of critical incidents.[footnoteRef:25] The order defines critical incidents as any incident where: (i) there is use of force by one or more officers that results in death or serious physical injury; (ii) an officer discharges a firearm and such discharge hits or could hit a person; and (iii) any incident which the Police Commissioner determines the release of BWC footage will address vast public attention or concern, or will help enforce the law, preserve peace and/or maintain public order.[footnoteRef:26]  Order No. 54 further established that the NYPD would share all relevant BWC footage with federal and state authorities investigating a critical incident, within 24-hours of the Department being notified of such an investigation, and publicly release BWC footage of critical incidents within 30-days.[footnoteRef:27] [25:  See NYPD Operations Order No. 54 ‘Public Release of Body-Worn Camera Footage of Critical Incidents’, available at https://www.nyc.gov/assets/nypd/downloads/pdf/public_information/bwc-release-oo-54-20.pdf ]  [26:  Id.]  [27:  Id.] 

Concerns have been raised regarding the limited scope of BWC footage released to the public, the onerous process for requesting access to footage, and how the NYPD edits and presents such footage when eventually released.[footnoteRef:28]  There have also been issues arising from limitations the NYPD places on access to BWC footage to entities tasked with overseeing the Department and investigating allegation of police misconduct.   [28:  Murthy, Divya, “How to Film the NYPD or Request Body Camera Footage, “ The City, March, 9, 2023; available at: https://www.thecity.nyc/2023/3/9/23632748/how-to-body-cam-footage-film-police-nypd. ] 

Pursuant to Local Law 166 of 2017, DOI’s Office of the Inspector General for the NYPD (“OIG-NYPD”) issued a report examining how BWC footage is used by City agencies tasked with ensuring police oversight and investigating allegations of misconduct, including the Law Department, the Comptroller, CCRB, the Commission to Combat Police Corruption and the City Commission on Human Rights (“CCHR”). [footnoteRef:29][footnoteRef:30]  The report noted that while there were differences in how each agency is granted access to certain BWC footage, the procedures for producing footage to external oversight entities can be complex. For example, pursuant to a memorandum of understanding between CCRB and NYPD, the CCRB must engage in a multi-step process of requesting NYPD personnel to conduct searches for responsive footage; such footage is then reviewed by the NYPD Legal Bureau for potential redaction of footage due to limits on disclosure of sealed information, before the Department can produce such footage for CCRB investigator review. [footnoteRef:31][footnoteRef:32]  [29:  Local Law 166 of 2017; Charter §808; available at: https://legistar.council.nyc.gov/LegislationDetail.aspx?ID=1672818&GUID=0CA0B20D-5E48-45E4-B81C-07BB0630CADF&Options=ID|Text|&Search=808.]  [30:  DOI’S OIG-NYPD, “Sharing of Body Worn Camera Footage in New York City,” November 5, 2021; available at: https://www.nyc.gov/assets/doi/press-releases/2021/November/21BWCRelease.Rpt.11.05.2021.pdf. ]  [31:  Id. ]  [32:  A memorandum of understanding between NYPD and CCRB was agreed to in late 2019, which required NYPD to develop a “secure” viewing room inside CCRB offices to allow more efficient access to BWC footage. NYPD would still be responsible for conducting all searches for videos (with a CCRB investigator present); CCRB would be required to submit a detailed request for specific video footage with limited search terms allowed. The MOU further established certain timeframes for subsequent review and redaction of responsive footage. However, due to COVID and fiscal constraints, the procedures set forth in the 2019 MOU have yet to be implemented. ] 

According to the OIG-NYPD, deficits in this process fundamentally hinder CCRB’s ability to efficiently investigate claims of misconduct, as production of responsive footage is frequently delayed or withheld from CCRB investigators. [footnoteRef:33]  This is partly due to routine delays arising from the administrative burden required of NYPD personnel in conducting all searches on behalf of CCRB, reviewing all footage for necessary redaction, and potentially repeating the process if CCRB seeks additional footage. [footnoteRef:34] The report also noted significant problems with NYPD reporting false negatives in response to CCRB footage requests, circumstances where NYPD responds to CCRB indicating that requested footage does not exist, only for CCRB investigators to later discover such footage exists through other investigative methods. [footnoteRef:35]   [33:  DOI’S OIG-NYPD, “Sharing of Body Worn Camera Footage in New York City,” November 5, 2021; available at: https://www.nyc.gov/assets/doi/press-releases/2021/November/21BWCRelease.Rpt.11.05.2021.pdf. ]  [34:  Id. ]  [35:  Id. ] 

OIG-NYPD recommended that, among other things, CCRB should be granted direct access to the vast majority of BWC footage maintained by the NYPD. In making such recommendation, OIG-NYPD acknowledged obstacles in implementing such a process, including the need to maintain confidentiality of sealed records; but noted that the NYPD should take steps to overcome such obstacles which arise primarily due the Department failing to properly segregate sealed footage within its database in a manner necessary to limit unauthorized access to sealed records.[footnoteRef:36] [36:  DOI’S OFFICE OF INSPECTOR GENERAL FOR THE NYPD REPORT EXAMINES USE OF NYPD’S BODY-WORN CAMERA FOOTAGE BY CITY POLICE OVERSIGHT AGENCIES AND RECOMMENDS THE CCRB BE GRANTED DIRECT ACCESS TO NYPD’S BWC FOOTAGE PLATFORM. (2021, November 5). NYC.GOV. https://www.nyc.gov/assets/doi/press-releases/2021/November/21BWCRelease.Rpt.11.05.2021.pdf] 

d. NYPD Radio Encryption
In New York City, there are almost 10,000 daily 911 calls, often involving life-threatening emergencies and crimes occurring in densely populated areas.[footnoteRef:37] For more than 90 years, journalists have been able to access certain NYPD radio communications in real time, allowing them to fulfill their role of informing the public, upholding democracy, and ensuring public safety by quickly reporting on dangerous situations. [footnoteRef:38] [footnoteRef:39] [footnoteRef:40]  [37:  Citizen. (2018, November 2). Introducing: Citizen - CITIZEN Blog - Medium. Medium. https://medium.com/citizen/introducing-citizen-a8d2f3fabf03]  [38:  Flanagan, J. (2023, July 28). NYPD considers encrypting police radio transmissions. FOX 5 New York. https://www.fox5ny.com/news/nypd-considers-encrypting-police-scanners]  [39:  Maisel, T. (2023, July 28). NYPD pulls plug on press, public for Brooklyn precinct radios — and the entire city could follow soon | amNewYork. amNewYork. https://www.amny.com/news/nypd-brooklyn-precinct-radio-encryption/]  [40:  Police dodge journalists by encrypting radio. (2023, August 9). Freedom of the Press. https://freedom.press/news/police-dodge-journalists-by-encrypting-radio/] 

In 2021, Former NYPD Commissioner Dermot Shea emphasized the importance of encryption for police radios, stating that it is essential for maintaining the integrity of investigations, responding to in-progress burglaries and managing large-scale events.[footnoteRef:41] Generally, encryption, is a method of encoding information to prevent unauthorized individuals from accessing such information. Commissioner Shea stressed the need for police to maintain coded communication to ensure that criminals remain unaware of law enforcement's impending actions.[footnoteRef:42] At the time, the Department stated that the move towards encrypted digitized radios was solely intended to enhance security with the process estimated to take around three to four years before completion, while claiming that members of the press would maintain access to police communication as they do currently, with no filtering of information and real-time reporting.[footnoteRef:43] The Department further claimed that journalists pursuing stories related to crimes would likely be able to use a police scanner app and obtain a code to access unfiltered police communication.[footnoteRef:44]The Department later confirmed that a portion of the $200 million allocated in the City's 2022 budget for upgrading NYPD technology would be used for the digitization of new police radios, making them more secure and challenging to hack.[footnoteRef:45]  [41:  NYPD Radios to Go Digital to Strengthen Security, Crime Reporters will Download App on Phones for Access. (2021, August 5). BoroPark24. https://www.boropark24.com/news/nypd-radios-to-go-digital-to-strengthen-security-crime-reporters-will-download-app-on-phones-for-access]  [42:  Id.]  [43:  Id.]  [44:  Id.]  [45:  Id.] 

At that time, the NYPD maintained the encryption of radio frequencies was part of a necessary update to their 40-year-old technology, which had become susceptible to misuse by those with criminal intentions.[footnoteRef:46] The Department did not provide a definitive answer regarding media access to encrypted radio transmissions, but instead noted that it was considering the approaches taken by peer cities in handling media access after encryption of communications, with noted intention of striking a balance between public safety and appropriate media access.[footnoteRef:47]  [46:  Id.]  [47:  Id.] 

Then Chief Beltran asserted that there were numerous examples of radios being used against police to share with the media,[footnoteRef:48] however, when pressed by reporters, Chief Beltran offered a single incident from 2016, when a man took over a department radio frequency to make multiple verbal threats against an officer.[footnoteRef:49] While Chief Beltran initially declined to confirm whether the media would have access to the encrypted radio transmissions, Deputy Inspector Eric Robinson  clarified after the briefing that the media would indeed have access, albeit on a time-delayed basis similar to other jurisdictions on the Broadcastify platform, the communication industry’s platform for streaming public safety communication. [footnoteRef:50] [footnoteRef:51] [footnoteRef:52] [48:  Police dodge journalists by encrypting radio. (2023, August 9). Freedom of the Press. https://freedom.press/news/police-dodge-journalists-by-encrypting-radio/]  [49:  Unauthorized person taunts, threatens NYPD captain over police radio frequency. (2016, August 1). CBS News. https://www.cbsnews.com/amp/newyork/news/police-radio-threat/]  [50:  Maisel, T. (2023b, August 21). Media groups assured access to NYPD radio frequencies - although 'with a delay' | amNewYork. amNewYork. https://www.amny.com/news/media-groups-access-nypd-radio-frequencies/ ]  [51:  Baltimore Sun - We are currently unavailable in your region. https://www.baltimoresun.com/maryland/baltimore-city/bs-md-ci-radio-encryption-baltimore-police-delay-20230630-ygenzkmtqvhdpi33gcv7juuwei-story.html ]  [52:  Broascastify. “About Broadcastify.”  https://www.broadcastify.com/about/] 

Deputy Inspector Robinson cited other cities’ encryption practices, including Baltimore which had reportedly reduced its radio blackout to a 15-minute delay and Chicago which had a 30-minute delay it was considering shortening.[footnoteRef:53] Palo Alto in California which reportedly initially restricted access, reversed its decision and was providing full access to the public.[footnoteRef:54] In contrast, San Diego had opted for full encryption with no public access to police radio transmissions.[footnoteRef:55] [53:  Maisel, T. (2023b, August 21). Media groups assured access to NYPD radio frequencies - although 'with a delay' | amNewYork. amNewYork. https://www.amny.com/news/media-groups-access-nypd-radio-frequencies/ ]  [54:  Id.]  [55:  Id.] 

At that time, the Mayor's office released a statement indicating the NYPD had not yet established a finalized policy regarding police radio encryption and emphasized the Department was in the early stages of implementing encryption and were actively investigating ways to provide media access to information.[footnoteRef:56] [56:  Id.] 

	As the implementation unfolded, media organizations criticized the NYPD for encrypting police radio transmissions in Brooklyn North, considering it a violation of First Amendment rights, and a threat to police accountability and public safety.[footnoteRef:57] A coalition of journalists' advocacy groups, the New York Media Consortium, including the New York Press Photographers Association, the American Society of Media Photographers, the New York Press Club, the National Press Photographers Association, the Radio Television Digital News Association, the Society of Professional Journalists, the New York News Publishers Association, and the New York State Broadcasters Association, held a meeting with the NYPD at police headquarters to advocate for continued access to police radio transmissions for professional journalists, however, the NYPD did not commit to providing journalists with such access.[footnoteRef:58]  [57:  Maisel, T. (2023a, July 28). NYPD pulls plug on press, public for Brooklyn precinct radios — and the entire city could follow soon | amNewYork. amNewYork. https://www.amny.com/news/nypd-brooklyn-precinct-radio-encryption/]  [58:  Nicholas, J. (2023, March 1). NYPD TO SILENCE POLICE SCANNERS, WON’T COMMIT TO JOURNALIST ACCESS — THE FREE LANCE. THE FREE LANCE. https://www.thefreelancenews.org/criminaljustice/nypd-to-silence-scanners-fate-of-journalists-ability-to-hold-cops-accountable-hangs-in-balance-jaw9z] 

According to advocates, encrypting police radio transmissions hampers journalists' capacity to independently report news in real time, thereby making them increasingly reliant on police press releases for coverage of significant events.[footnoteRef:59] Photojournalists are especially impacted as they cannot recreate missed images.[footnoteRef:60] Further, some claim that monitoring police radio transmissions via a scanner is essential for timely and thorough news coverage, providing journalists with the power to be present at the scene within minutes, a capability unmatched by other news gathering methods or technologies.[footnoteRef:61] While some groups were cautiously optimistic that a resolution could be reached, they stressed the need for transparency and cooperation between the NYPD and journalists to better serve the public.[footnoteRef:62] [59:  Id.]  [60:  Id.]  [61:  Id.]  [62:  Maisel, T. (2023a, July 28). NYPD pulls plug on press, public for Brooklyn precinct radios — and the entire city could follow soon | amNewYork. amNewYork. https://www.amny.com/news/nypd-brooklyn-precinct-radio-encryption/ ] 

	Hospitals, first responders and trained volunteers, including violence interrupters, also heavily depend on police radios to receive crucial information during emergencies and coordinate their response effectively.[footnoteRef:63] For instance, groups like the God Squad, composed of 100 religious leaders, use police radios to learn about incidents and work to prevent further acts of violence.[footnoteRef:64] Volunteer emergency response units, like the Central Park Medical Unit and the Volunteer Fireman's Association of New York, have also expressed concerns about losing access to police radio transmissions due to encryption.[footnoteRef:65] They have a long-standing history of assisting the police and providing timely aid during emergencies and have reportedly shared their concerns with the NYPD.[footnoteRef:66] In July of 2025, after reports indicated NYPD had completed encryption of its precincts, special operations, and several other frequencies the state Legislature voted to approve the “Keep Police Radio Public Act,” which would give credentialed members of the media access to encrypted police radio. Subsequent to the passage the NYPD reportedly issued a statement, indicating encrypting police radio communications is necessary for both the safety of law enforcement, as well as to protect the privacy interests of victims and witnesses. Requiring the NYPD to provide real-time access could jeopardize officer safety and victim privacy.[footnoteRef:67] As of the drafting of this report, the Act has passed both the NYS Senate and Assembly, but has not been signed into law.  [63:  Maisel, T. (2019, December 19). Volunteer firefighters, EMTs worry they won't have NYPD radio access to help public | amNewYork. amNewYork. https://www.amny.com/editorial/volunteer-firefighters-emts-worry-they-wont-have-nypd-radio-access-to-help-public/ ]  [64:  Maisel, T. (2023c, September 11). The sound of silence: Four more Brooklyn NYPD precincts pull plug on radio frequencies in encryption effort. amNewYork. https://www.amny.com/news/four-more-brooklyn-precincts-nypd-radio-encryption/ ]  [65:  Maisel, T. (2019, December 19). Volunteer firefighters, EMTs worry they won't have NYPD radio access to help public | amNewYork. amNewYork. https://www.amny.com/editorial/volunteer-firefighters-emts-worry-they-wont-have-nypd-radio-access-to-help-public/ ]  [66:  Id.]  [67:  Maisel, T. (2025, June 6). Over and 'not' out: NYS Legislature passes bill that gives press encrypted police radio access |. amNewYork. https://www.amny.com/news/state-legislature-passes-keep-police-radio-public-act/ ] 

III. LEGISLATIVE ANALYSIS
Int. No. 1237:
Int. No. 1237 would require the New York City Police Department (“NYPD”) to post, on its public website, data on all criminal complaints and arrests in a machine-readable format. The dataset would include, among other fields, the location, date, time, and nature of the offense, as well as demographic information for victims, suspects, and arrestees, where known. It would also include whether a complaint resulted in an arrest or departmental resolution and the date of such resolution. The data would be updated quarterly and remain available on the department’s website indefinitely.
[bookmark: _Hlk213669842]This bill would take effect immediately upon becoming law.
Int. No. 1402:
Int. No. 1402 would require the NYPD to report on its compliance with the Freedom of Information Law (“FOIL”). The department would be required to publish periodic reports detailing the number of FOIL requests received, granted, denied, or pending; average response times; and any extensions issued. The bill seeks to provide greater transparency into the department’s records management and public disclosure practices.
[bookmark: _Hlk213669956]This bill would take effect immediately upon becoming law.
Int. No. 1451:
Int. No. 1451 would require the NYPD to provide the Civilian Complaint Review Board (“CCRB”) with direct access to officer body-worn camera footage and establish related procedures. Specifically, such access would be required to permit remote users the ability to search for specific footage, and store or present such footage in a manner necessary to facilitate the investigation and adjudication of allegations of misconduct. Additionally, the NYPD would be required to maintain body-worn camera footage in a manner consistent with relevant laws pertaining to the segregation of sealed materials.
This bill would take effect 90 days after becoming law.
Int. No. 1460:
Int. No. 1460 would require the NYPD to establish a written radio encryption policy that ensures certain levels of access to encrypted police radio communications. Under the bill, all radio communications, except those containing sensitive information, must be made accessible in real time to credentialed professional journalists and emergency service organizations, and made publicly accessible within ten minutes of transmission.
This bill would take effect immediately upon becoming law.


Int. No. 1237

By Council Members Feliz, Louis and Banks

..Title
A Local Law to amend the administrative code of the city of New York, in relation to requiring the police department to report on all criminal complaints and arrests
..Body

Be it enacted by the Council as follows:

	Section 1. Chapter 1 of title 14 of the administrative code of the city of New York is amended by adding a new section 14-199 to read as follows:
	§ 14-199 Reports on criminal complaints and arrests. a. Data. The commissioner shall post on the department’s website, in machine-readable format, data on all criminal complaints and arrests. Such data shall include a listing of each criminal complaint received on or after January 1, 2007, and for each such complaint the following information: 
	1. A randomly generated unique identification number; 
	2. The precinct in which the incident occurred;
	3. The date and time at which the incident occurred; 
	4. A description of the incident and classification of any relevant offenses, including reference to all penal law violations that occurred; 
	5. The date on which the incident was reported to police;
	6. The suspect’s age, race, and gender, where known; 
	7. The victim’s age, race, and gender, where known; 
	8. The location where the incident occurred, including latitude and longitude if available, but in all cases at least as specific as the nearest intersection; 
	9. Whether the complaint has resulted in an arrest, or otherwise been resolved by the department; 
	10. The date on which any arrest or departmental resolution of a case occurred; and 
	11. If an arrest has occurred, the location of such arrest and the age, race, and gender of each arrestee. 
	b. Website. The information required to be reported by subdivision a of this section must remain posted on the department’s website indefinitely, and shall be updated on a quarterly basis with all new criminal complaints and any new arrest information.   
	§ 2. This local law takes effect immediately.
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Int. No. 1402

By Council Members Salaam, Restler and Louis

..Title
A Local Law to amend the administrative code of the city of New York, in relation to reporting on police department compliance with freedom of information law requests
..Body

Be it enacted by the Council as follows:





2


1

Section 1. Chapter 2 of title 33 of the administrative code of the city of New York is amended by adding a new section 33-202 to read as follows:
§ 33-202 Reporting on police department freedom of information law requests. a. Definitions. For the purposes of this section, the term “FOIL request” means any request made with the police department under section 87 of the public officers law.
b. Report. No later than January 1, 2026, and annually thereafter, the commissioner shall submit to the mayor and speaker of the council and shall post on the department’s website an annual report regarding FOIL requests. 
c. Requirements of the report. The annual report shall include:
1. A table in which each separate row references a unique FOIL request. Each such row shall include the following information, as well as any additional information the commissioner deems appropriate, set forth in separate columns:
(a) The date on which a FOIL request was filed;
(b) The general topic on which the FOIL request was made;
(c) The date on which the police department first responded to the FOIL request;
(d) The date on which materials responsive to the FOIL request would be due without any extensions;
(e) The number of extensions requested by the police department regarding the FOIL request;
(f) The date on which the police department issued a decision regarding the FOIL request;
(g) The date on which the FOIL request was appealed, if applicable;
(h) The decision on the appeal of the FOIL request, if applicable;
2. A qualitative analysis of the data described in paragraph 1 of this subdivision; and
3. Recommendations for how the police department may more expeditiously comply with section 87 of the public officers law.
d. Data dictionary. The report required by subdivision c of this section shall include a data dictionary.
e. Removal of personally identifiable information. Except as otherwise expressly provided in this section, no report required by subdivision c of this section shall contain personally identifiable information.
§ 2. This local law takes effect immediately.
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Int. No. 1451

By The Speaker (Council Member Adams) and the Public Advocate (Mr. Williams)

..Title
A Local Law to amend the administrative code of the city of New York, in relation to requiring the New York city police department to provide the civilian complaint review board with direct access to officer body-warn camera footage and to establish related procedures
..Body

Be it enacted by the Council as follows:

	Section 1. Title 14 of the administrative code of the city of New York is amended by adding a new section 14-193 to read as follows:
	§ 14-193 Body-worn camera footage. a. For the purpose of this section, the following terms have the following meanings:
	Body-worn camera. The term “body-worn camera” means a video recording device that can be attached or affixed to a person’s body, apparel or clothing. 
	Direct access. The term “direct access” means real time connectivity to the network servers hosting digital material which is provided to remote users for the purpose of accessing such information.
	Remote user. The term “remote user” means designated employees of the civilian complaint review board.
	b. Within 60 days after the effective date of the local law that added this section, the department shall provide the civilian complaint review board with direct access to all footage recorded by officer body-worn cameras.  Such access shall be comparable to that granted to the department’s internal affairs bureau, and provide user interface that, at a minimum permits: (i) remote users access to footage, including all visual and audio recordings captured by body-worn cameras utilized by department personnel; (ii) remote users to conduct searches for specific footage, using, at a minimum, searches based on keywords, dates, locations, or officer involved; and (iii) the civilian complaint review board to store and present body-worn camera footage in a manner necessary to facilitate the investigation and adjudication of allegations of misconduct, and any other legitimate purposes within the charter granted authority of the civilian complaint review board. 
	c. Direct access to such footage shall not be limited by the department unless such limitation is otherwise required by law. All body-worn camera footage maintained by the department must comply with relevant laws pertaining to segregation of sealed materials.  
	§ 2. This local law takes effect in 90 days.
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Int. No. 1460

By Council Member Brewer, the Public Advocate (Mr. Williams) and Council Members Marte, Hanks and Salaam

..Title
A Local Law to amend the administrative code of the city of New York, in relation to access to encrypted police radio
..Body

Be it enacted by the Council as follows:
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Section 1. Chapter 1 of title 14 of the administrative code of the city of New York is amended by adding a new section 14-199 to read as follows:
§ 14-199 Access to police dispatch radio communications. a. Definitions.
Emergency service organization. The term “emergency service organization" means a public or private entity that provides emergency fire, medical, ambulance, or rescue services, including entities providing services as part of the city’s crisis management system.  
Encryption. The term “encryption” means a method of encoding information for the purpose of preventing unauthorized individuals from accessing such information.
Professional journalist.  The term “professional journalist” has the same meaning as ascribed in section 79-h of the new york state civil rights law.
Radio communication. The term “radio communication” means verbal communications that are transmitted over radio frequency between a police dispatch center and department personnel, or among department personnel that are accessible to all personnel monitoring that frequency. Such term shall not include private communications between two devices.
Sensitive information.  The term “sensitive information” means any portion of a radio communication that, if disclosed, would: (i) identify a confidential source or disclose confidential information; or (ii) reveal any non-routine criminal investigative techniques or procedures. 
b. The department shall adopt a written radio encryption policy governing all covered radio communications. Such policy shall meets the following requirements that all radio communications, with the exception of sensitive information, shall be: (1) accessible in real-time, to professional journalists, who have received credentials issued by the mayor’s office of media and entertainment, and emergency service organizations; and (2) accessible to the general public, up to, but not greater than, ten minutes after such communication took place. 
§ 2. This local law takes effect immediately. 
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